Cybersecurity

The EU has outlined a cybersecurity strategy to boost Europe's ability to fight and recover from cyberattacks.
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We carry out a lot of our lives online. Since the pandemic, this shift to the digital world has become even more apparent. We have relied on the Internet to keep in touch with loved ones, buy new products, and work from home.

However, as well as new opportunities, the move to a more digital world has also brought new threats in the form of cyberattacks. Cyberattacks are used to steal data, spy on users, disable or manipulate computers and more. They not only target personal computers, but also entire networks, and can be carried out by individual hackers, groups of hackers or even countries.

If the move to digital is to be successful, European citizens and businesses must be able to benefit from new technologies without compromising their cybersecurity. The EU's Cybersecurity Strategy aims to strengthen our collective cybersecurity and our response to cyberattacks. It will build a stable and secure global Internet where the rule of law, human rights and democratic values are protected.

The strategy has three areas of action:

1. resilience, technical sovereignty and leadership;
2. operational capacity to prevent, deter and respond;
3. cooperation to advance global and open cyberspace.


The EU is working to improve cybersecurity skills and promote effective action to the public, so we can all help to keep the digital world safe. Cybersecurity is also a key area in the Digital Europe programme. The programme aims to strengthen cybersecurity coordination between EU countries, and to fund the resilience of EU countries to cyberattacks.

On 10 November, the Commission and the High Representative presented a Joint Communication on the new EU Policy for Cyber Defence. The main aim of the policy is to enhance cooperation and
investments in cyber defence and provide better protection against an increase in cyberattacks. For now, both parties will keep track on the progress of the policy through an annual report, with Member States encouraged to contribute. An implementation plan could be set up in cooperation with Member States.

Overview of the European Union work on various fronts to promote cyber resilience, safeguarding our communication and data and keeping online society and economy secure.

Subscribe to the latest news on this topic and more (https://ec.europa.eu/newsroom/dae/user-subscriptions/2544/create)

Follow the latest progress and learn more about getting involved.
The Commission has published a series of new calls for proposals for the Digital Europe Programme. A dedicated budget of €84 million is available for activities supporting Security Operation Centres with novel applications of AI and other enabling technologies, for the implementation of cybersecurity EU legislation such as the Cyber Resilience Act, as well as for the European transition to post-quantum cryptography.
On 14 December, the European Union (EU) and United Kingdom (UK) held their first Cyber Dialogue in Brussels. Underlining the need to advance an open, free, stable and secure cyberspace respecting human rights and fundamental freedoms, the EU and UK presented their latest developments on a range of cyber policy issues as set out under the EU-UK Trade and Cooperation Agreement (TCA).

PRESS RELEASE | 14 December 2023
EU to invest more than €760 million in digital transition and cybersecurity

The Commission has adopted this week the amendment of the Digital Europe work programmes for 2024, assigning €762.7 million in funding for digital solutions to benefit citizens, public administrations, and businesses.

DIGIBYTE | 14 December 2023
Over €760 million investment from the Digital Europe Programme for Europe’s digital transition and cybersecurity

The European Commission has adopted the amendment of the Digital Europe Programme Work Programmes 2023-2024
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The EU Cybersecurity Strategy aims to build resilience to cyber threats and ensure citizens and businesses benefit from trustworthy digital technologies.
The European Union works on various fronts to promote cyber resilience, safeguarding our communication and data and keeping online society and economy secure.
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